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Cyber attacks can compromise
nuclear security
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2016 NTI Index included cybersecurity

Is cybersecurity required

at nuclear facilities? ol

Must critical digital assets
be protected?

Must cyber threat be
included in overall threat
assessment?

Is cybersecurity assessed
in a performance-based
program?




NTI Index found serious
cybersecurity shortfalls
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Looking Forward

Cybersecurity at nuclear facilities is a global
problem and needs a global solution

Requires a fresh, unconstrained look at how
best to protect nuclear facilities

Must strengthen global prevention and
response capabilities for nuclear facilities
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Q&A
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